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(57) Abstract : 

Recent deep understanding version improvements have greatly increased the effectiveness of semantic pattern identification using photographs. Facial expressions can 

be used to infer a person's emotional state, other specific character traits or features, as well as other situations. We are aiming to infer criminal propensity or (criminal 
offence prediction/detection) from facial photos in this work by utilizing the finding capabilities of multiple deep discovering architectures. In this study, we specifically 

used two types of deep learning models: pre-trained CNN architectures and common convolutional neural network (CNN) designs like VGG-16, VGG-19, and 

Inception V3.We have actually performed a performance comparison analysis to assess how well these versions can identify criminal traits on a person's face.  
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